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ABSTRACT
The digital images were easier tampered by others in Internet. It'" s a very important work to develop a mechanism to protect the
digital images. The mechanism has recovery ability of tampered image with detect information, and hide that information into
original image simultaneously. If hide more data in image, more image quality will damaged. Therefore this paper proposed an
image tamper detection and recovery system based on Discrete Wavelet Transform (DWT). As an image performed DWT, it was
divided into low frequency signals and high frequency signals. When an image for user input, the system will transforms the image
from spatial domain to the frequency domain with DWT, and extracts some eigenvalues from low frequency signals (e.g. mean,
upper mean, lower mean, bitmap values)of image, then embedding those information into middle frequency domain. After Inverse
DWT it will gain a stego-image. If this stego-image was tampered, the system will collected three similar low frequency signals from
hided place after DWT, and using the judgment table that included form three similar low frequency signals will judged the
coefficient to recover the tampered image. The mainly advantage of this paper is need less information to hide, it will promote the
quality of image efficiently.
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