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ABSTRACT

In recent years the electronic payment system was getting more and more popular to pursue the convenience and efficiency instead

of the traditional payment manner, The security of the electronic payment transaction is an extremely important issue. If the security

is not eahanced, the consumer, business and bank will lose the confidence in employing the electronic payment system, and thus

seriously influence the foundation of electronic commerce development. Electronic payment methods include credit card,

account-based, and electronic cash models. Among the three kinds of payment manner, the electronic cash model is quite similar to

the traditional cash payment and have the lowest cost margins, so it has the highest adaptability among the consumers and vendors.

In addition, due to the rapid development of mobile communication and mobile devices’ high usage with its superior flexibility and

functionality, electronic mobile device industry is booming. Owing to the fact that there are a wide variety of electronic payment

technologies that cannot be used for all applications, this study will discuss and analyze the trends, benefits and concerns associated

with electronic payment methods, focusing on the more commonly used commercial electronic cash payment system and academic

research on the mechanisms of electronic payment methods. The objective of this thesis is to conclude with the result of relevant

cash-based payment method comparisons, and further apply the most superior technology to the smart store.
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